**Wheaton MFT Required Program Materials and Expenses**

The following materials and expenses are required by the program in order to provide the most beneficial and comprehensive training in MFT, as well as to meet ethical, clinical, legal and other requirements for training. If you have concerns regarding obtaining any of the required materials, please reach out to the Program Director, Program Administrator, or your academic advisor.

**Required Program Materials:**

1. Password-Protected USB
	1. Required for ethical and clinical training purposes
	2. See page 2 for instructions on how to obtain
2. Laptop
	1. Required for instructional and learning purposes
	2. See AIT’s [minimum specifications for a laptop](https://www.wheaton.edu/academics/services/academic-and-institutional-technology/support-and-services/new-student-resources/)
	3. Students who do not have a laptop that meets the recommended standards and are eligible for federal aid through the FAFSA can[apply for grants](https://form.jotform.com/WheatonCollegeForms/HEERF-Technology) to assist with these technology expenses through [Student Financial Services](https://www.wheaton.edu/about-wheaton/offices-and-services/student-financial-services-office/). These grants are for technology expenses incurred, and checks will be mailed to students who are currently enrolled at Wheaton.
3. Textbooks
	1. Required for instructional and learning purposes
	2. You will be expected to purchase required textbooks for each course. The list of required textbooks will be made available online at [efollett.com](file:///C%3A%5CUsers%5Cjolenestoller%5CDownloads%5Cefollett.com) before the start of each semester.

**Required Program Expenses:**

1. AAMFT Student Membership
	1. Required for ethical, legal and clinical training purposes
	2. Yearly fee between $75 and $100
	3. You will need to maintain an AAMFT Student membership for your two years in the program. This membership provides insurance coverage for your clinical experiences as a student in the program.
2. Prepare/Enrich Course Certification Fee
	1. Required for clinical training and instructional purposes
	2. One-time fee of $70
	3. As part of the MAFT 633: Couples Therapy required course, students will be certified as Prepare/Enrich providers. [Prepare/Enrich](https://www.prepare-enrich.com/) is a program which equips clinicians to provide comprehensive pre-marital counseling, with the goal of strengthening clinician efficacy and supporting healthy marriages.

**MFT guide for obtaining a password-protected USB flashdrive**

All students in the MFT program are required to use a password-protected USB flashdrive for storing any recorded sessions with clients. Students need to acquire their own flash drive for this purpose and have the option of purchasing a flashdrive with password protection or adding encryption to a basic flashdrive.

***Option 1: Purchase a flashdrive that comes with password protection.***

SanDisk Cruzer Glide CZ60 USB 2.0 Flash Drive

* [https://www.amazon.com/SanDisk-Cruzer-Glide-Drive-SDCZ60-128G-B35/dp/B007YX9OA8/ref=sr\_1\_25?dchild=1&keywords=mac%2Bcompatible%2Bpassword%2Bprotected%2Busb&qid=1591377158&sr=8-25&th=1](https://www.amazon.com/SanDisk-Cruzer-Glide-Drive-SDCZ60-128G-B35/dp/B007YX9OA8/ref%3Dsr_1_25?dchild=1&keywords=mac%2Bcompatible%2Bpassword%2Bprotected%2Busb&qid=1591377158&sr=8-25&th=1)
* Various sizes from 8GB to 256GB for reasonable price
	+ Currently Amazon shows $6.79 for 32GB and $12.48 for 64GB
* Encryption works with both PC and Mac
	+ Mac uses will have to download extra software to set up the password. There are instructions on the flashdrive for how to do this.
	+ PC user should automatically be prompted to set up the password when the flashdrive is inserted for the first time.

There are plenty of other flashdrive options with password protection, but many are more expensive.

***Option 2: Add encryption/password to a regular USB flashdrive (for the more tech-savvy)***

* Macs come with built-in software (disk utility) that will allow you to add encryption and a password to your flashdrive. If you are tech-savvy, you are welcome to go this route. You can follow these instructions provided by Apple: <https://support.apple.com/guide/disk-utility/encrypt-protect-a-storage-device-password-dskutl35612/mac>
* For PC users there are various software programs that you can download in order to add password protection. It is up to you to research these and figure out how to add encryption if you want to go that route.